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Dear Colleagues, 

 

Welcome to our Seventh eSecurity Conference! 

The international eSecurity Conference is one of the most significant IT events in the region, 

which gathers a large number of experts in the field of information security. Every year the confer-

ence brings a big number of educators, hands-on demonstrations, workshops that are about pre-

sent threats, sophisticated attack methods, digital life, the internet of things, as well as advanced 

defence systems. 

The eSecurity Conference follows the latest trends in the field of information security. The 

presentations on the conference are grouped into panels. A section of the presentations is dedicat-

ed to banking security and includes electronic and mobile payments, payment cards security, 

as well as new trends of payment, blockchain technology and digital currency. There will be 

presentations specially dedicated to information system security, standards and regulations, mo-

bile device security and the internet of things (IoT). Additionally, there will be talk about social 

engineering, phishing attacks and the unavoidable ransomware threats. Also, our friends will talk 

about the topics that come after the problem: digital forensics, data recovery systems and 

backups. 

On the first day of the conference, there will be workshops (hands-on training) that teach ethi-

cal hacking, digital forensics and blockchain security. The workshops are dedicated to people 

who want to know what and how something is attacking them and also how to detect the attacks 

and stop them from spreading. 

Our attendees are mostly IT managers, information security managers, experts in the field of cyber

-crime and digital forensics etc. 

Meeting new people and socializing is a big aspect of the conference. During three days of the our 

conference you will be able to spend quality time exchanging experiences and knowledge with ex-

perts from different companies. 

In addition to lectures, the conference includes a dinner and similar socializing activities. 
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20+ 
LECTURES 

GIFTS 
FOR ALL 

EVERY DAY 

30+ 
SPEAKERS 

Earn up to 

20 CPE 

points 

PANEL 

DISCUSSIONS 
200+ 

PARTICIPANTS 





CLICO VAD (Value Added Distributor) is a leading IT distributor in Central Eastern Europe 

(CEE) specializing in the fields of cyber security, networking, and management. Founded in 

1991 in Krakow (Poland), CLICO now employs over 150 business and IT experts. With a  

proven track record of delivering IT solutions and services that help reduce business           

complexities and costs, we are a trusted technology partner to small, medium and enterprise 

businesses. 

 

CLICO SEE was founded in 2015 and as a part of CLICO Group, represents one of the     

Southeastern Europe largest IT distribution companies with over 1.000 satisfied customers. We 

are a provider of market-leading and best-in-class products from the area of cyber security,   

networking and management while providing the highest quality of sales and technical support. 

Partnering with technology leaders such as Arista, Juniper, SonicWall, SailPoint, Cyber Ark, 

Rapid7, Splunk, SentinelOne, Netskope, Forcepoint, Imperva, Forescout, Solarwinds, Tufin, 

Vectra, Recorded Future, Mandiant, Rubrik, Acronis, Ivanti, Infinera and many others, CLICO 

SEE ensures that our partners and customers receive the best IT products and knowledge   

transfer on the market. 

 

Solutions map 
 
IT SYSTEM REFERENCE ARCHITECTURE 
 

We provide you with a solutions map developed by CLICO experts to help you choose         
solutions in network and IT security that meet high quality and reliability requirements. The 
scope of the study covers all the main elements of the modern ICT system. 



#ACK4LIFE HANDS-ON TRAINING 
Monday, September 25th, 2023 

eSecurity Conference 2023, Belgrade 

Security Orchestration, Automation 

and Response (SOAR) 
Mikica Ivošević 

Ethical Hacker and Google Hall Of Fame Member 
 
 
Let's dig into Security Orchestration, Automation and Response together. This workshop will 

help attendance to learn more about SOAR and how to protect organization with automated 

security. 

 

 

Module 1 — Security Automation, Orchestration, and Response (SOAR) 

 

Module 2 — Understanding the Benefits of SOAR 

 

Module 3 — Implementing SOAR in Your Organization 

 

Module 4 — Real-world Use Cases and Success Stories 

 



ZERO DAY 
Monday, September 25th, 2023 

eSecurity Conference 2023, Belgrade 

#ACK4LIFE HANDS-ON TRAINING 

Security Orchestration, Automation and Response (SOAR) 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

08:45  Welcome 

09:00  Security Orchestration, Automation and Response (SOAR) 

10:30  Short Break 

10:45  Understanding the Benefits of SOAR 

12:15  Longer Break 

13:15  Implementing SOAR in Your Organization 

14:45  Short Break 

15:00  Real-world Use Cases and Success Stories 

16:30   Q&A 



Forcepoint Secure Access Service Edge (SASE) 
 
In 2019, Gartner proposed a new IT architecture, Secure Access Service Edge (SASE), bringing 
security and networking together, managed and often delivered as services from the cloud.       
Connectivity products such as firewalls, routers, intrusion prevention systems and application-

centric networking have already begun to converge into 
a new generation of unified SD-WAN solutions.      
Similarly, SASE architectures make it easier for security 
gateways to apply policies for Zero Trust-based threat 
protection and data security consistently across web 
(SWG), cloud (CASB) and private application (ZTNA) 
access. Gartner subsequently started referring to this 
unified approach to security as Security Service Edge 

(SSE). Forcepoint was one of the first proponents of the 
SASE architecture. It represents many of the principles 
and technologies we helped pioneer for connecting and 
protecting distributed businesses and government    
agencies. Forcepoint goes beyond just securing access to 
business resources – we safeguard the ongoing usage of 
sensitive data everywhere, from the endpoint through 
the cloud. We call this approach Data-first SASE. 

Enterprise security teams face multiple 

challenges when attempting to detect, 

investigate and remediate an advanced 

attack. Lack of visibility into critical 

control points, manual searches 

through large and disparate data 

sources that lack context and correla-

tion, alert fatigue from poor signal to 

noise ratio, and difficulty containing 

the attack quickly disrupt business-

critical processes, impact productivity 

and increase operating costs. Sentinel 

One ActiveEDR™ is an advanced EDR and threat hunting solution that delivers real-time visibil-

ity with contextualized, correlated insights accelerating triaging and root cause analysis. The solu-

tion lightens the SOC burden with automated threat resolution, dramatically reducing the mean 

time to remediate (MTTR) the incident. ActiveEDR enables proactive hunting capabilities to un-

cover stealthy, sophisticated threats lurking in the environment. ActiveEDR, powered by Sentinel 

One’s patented Storyline technology, provides analysts with real-time, actionable correlation and 

context, and lets security analysts understand the full story of what happened in their environment.  



DAY 1 
Tuesday, September 26th, 2023 

eSecurity Conference 2023, Belgrade 

 

08:10  Welcome Coffee and Registration            

 

 

   08:50  Opening Ceremony 
     Igor Franc, PhD 

     President of eSecurity Association 

 

 

   09:15  Mastering Cybersecurity Puzzle: Uniting Multi-Layer Defence for Fun 
     Srđan Radosavljević 

     Security Solution Architect at Kaspersky 

 

   10:00  Security as a Platform (Comtrade Distribution & Trend Micro) 
     Bojan Milovanović 

     Sales Engineer at Trend Micro 

 

 

10:30  Coffee Time                      

 

 

   10:50  Seif.ai — Continuous Cybersecurity Across All Assets 
     Mikica Ivošević 

     Ethical Hacker and Google Hall Of Fame Member at SEIF 

 

   11:20  Beyond Office Walls — Safeguarding the Remote Workforce  
     Petar Markota 

     Security Engineer at Check Point 

 

 

   11:50  Panel Discussion - Insider Threats            
    Moderator:   Dragan Đokić, CISO & DPO at Dunav Osiguranje 

     speaker, position at company 

     speaker, position at company 

     speaker, position at company 

 

 

      







DAY 1 
Tuesday, September 26th, 2023 

eSecurity Conference 2023, Belgrade 

 

12:30  Coffee Time                      

 

 

   13:00  Real-World Attack Detection, Mitigation, Investigation and 

    Remediation with the Help of Singularity S1 Console and 

    Endpoint Protection Agents  
     Jakub Jiricek 

     Senior Systems Engineer Eastern Europe at SentinelOne 

 

   13:30  Fear of the Shadow 
     Dane Hinić 

     Solution Architect at Ingram Micro 

 

   14:00  Empowering Security Beyond Limits: PAM and Remote Access by 

    BeyondTrust (Real Security & BeyondTrust) 
     Miloš Tolpa, Format PC 

 

 

14:30  Lunch Time                      

 

 

   15:15  YARA, Your Powerful Defense 
     Filip Simeonov, CEO and Cyber Security Expert at CPP Services 

     Valentin Lekov, Cyber Security Engineer at CPP Services 

 

   16:00  From Zero to Hero with Microsoft Sentinel 
     Uroš Babić 

     Cyber Security Manager at NIS 

 

 

19:30  eSecurity Networking Dinner 

        powerd by 

 

 

 

 Kolubara u Šoru, Žorža Klemansoa 27 



eSecurity Networking Dinner 
powerd by 

Check Point 

eSecurity Conference 2023, Belgrade 

Tuesday, September 26
th

, 2023 

Kolubara u Šoru, Žorža Klemansoa 27 

from 19:30 
 



- CISO as a Service - 

- Security Assessment - 

- Risk Assessment - 

- Vulnera bility scan ning - 

- Penetratio n testing - 

- Cyber security co nsulting - 





DAY 2 
Wednesday, September 27th, 2023 

eSecurity Conference 2023, Belgrade 

 

08:10  Welcome Coffee and Registration            

 

 

   08:50  The start of the second day 

 

 

   09:00  Sooner or Later, You’ll Have to Pay — A Real Phishing Incident 
     Luka Milinković 

     Security, Governance and Risk Manager at Symphony 

 

   09:30  How to Detect Cyber-Attacks Faster and More Accurately Using 

    Artificial Intelligence  
     Nikola Mijajlović, Cyber security analyst at Oktacron 

 

   10:00  Multi-Engine Network Detection and Response for Efficient Threat 

    Hunting (Mondist & Gatewatcher) 
     Pawel Rybczyk 

     Area Sales Manager for CEE/CIS Region at Gatewatcher 

 

 

10:30  Coffee Time                      

 

 

   10:50  Security Assessment — What? How? Why? 

     Nemanja Petrović  

     Cyber Security Consultant at SECIT 

 

   11:20  Have You Heard About DNS DR? How This Can Shift Your Security 

    from Responsive to Proactive!  
     Jan Rynes, Solution Architect at Infoblox 

 

   11:50  Panel Discussion 

   Information Security Regulation — New and Updated Requirements  
    Moderator:   Sanja Kekić, President at Women4Cyber Serbia 

     Vesna kolarević, Manager in IT Consulting at Ernst and Young 

     speaker, position at company 

     speaker, position at company 



DAY 2 
Wednesday, September 27th, 2023 

eSecurity Conference 2023, Belgrade 

 

12:30  Coffee Time                      

 

 

   12:50  tbd 
     speaker 

     position at Comtrade System Integration 

 

   13:20  Digital Operational Resilience Testing through TIBER-EU Framework  
     Jovan Bogićević, Senior Manager, Cybersecurity Services  

     Strahinja Soskić, Senior Consultant, Cybersecurity Services 

     Ernst and Young 

 

   13:50  Cyber Security Layers by Clico  
     Dragomir Jevtić 

     Regional Manager Adriatics at Clico 

 

   14:00  Forcepoint SASE — More Than Good Enough   
     Mikolaj Pigon 

     Territory Account Manager, SEE, CIS & Baltics at Forcepoint 

 

 

14:30  Lunch Time                      

 

 

   15:15  DORA NIS2 —  From Bone to Soft Tissue 
     Mane Piperevski 

     Cyber Security Researcher, CEO at Piperevski & Associates 

 

   16:00  AI in Production — Risks and Best Practices 

     Nikola Markovinović  

     Information Security Architect at Eurofins GSC  

 

 

16:45  Closing Ceremony       





WORKSHOP DAY 
Thursday, September 28th, 2023 

eSecurity Conference 2023, Belgrade 

 
 

 

08:45  Coffee Time                      

 

09:00  Capture the Flag 

     Matija Mandarić 

     Presales Engineer at Trend Micro 

 

 

 

 

 

11:15  Coffee Time                      

 

11:30  Securing the Edge — Advanced O365 and Endpoint Security  

     Petar Markota 

     Security Engineer at Check Point 

 

 

 

 

 

13:45  Coffee Time                      

 

14:00  Modern Threats Need Modern Tools 

     Dane Hinić 

     Solution Architect at Ingram Micro 

 

 



F r o m   2 0 1 7... 
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to be continued... 


