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Dear Colleagues, 

 

Welcome to our Fifth eSecurity Conference! 

The international eSecurity Conference is one of the most significant IT events in the region, 

which gathers a large number of experts in the field of information security. Every year the confer-

ence brings a big number of educators, hands-on demonstrations, workshops that are about pre-

sent threats, sophisticated attack methods, digital life, the internet of things, as well as advanced 

defense systems. 

The eSecurity Conference follows the latest trends in the field of information security. The 

presentations on the conference are grouped into panels. A section of the presentations is dedicat-

ed to banking security and includes electronic and mobile payments, payment cards security, 

as well as new trends of payment, blockchain technology and digital currency. There will be 

presentations specially dedicated to information system security, standards and regulations, mo-

bile device security and the internet of things (IoT). Additionally, there will be talk about social 

engineering, phishing attacks and the unavoidable ransomware threats. Also, our friends will talk 

about the topics that come after the problem: digital forensics, data recovery systems and 

backups. 

On the first day of the conference, there will be workshops (hands-on training) that teach ethi-

cal hacking, digital forensics and blockchain security. The workshops are dedicated to people 

who want to know what and how something is attacking them and also how to detect the attacks 

and stop them from spreading. 

Our attendees are mostly IT managers, information security managers, experts in the field of cyber

-crime and digital forensics etc. 

Meeting new people and socializing is a big aspect of the conference. During three days of the our 

conference you will be able to spend quality time exchanging experiences and knowledge with ex-

perts from different companies. 

In addition to lectures, the conference includes a dinner and similar socializing activities. 

 

 

eSecurity Association    

 

eSecurity Conference 2021, Belgrade 



5
th

 eSecurity Conference 2021 
POWERED BY 

 
## HACK OR BE HACKED ## 

September 28 - 30, Hotel Mona Plaza, Belgrade 

 

 

 

 

 

 

 

    www.esecurity.rs         www.esigurnost.org 

 

info@esecurity.rs 

30+ 
SPEAKERS 

Earn up to 

18 CPE 

points 

20+ 
LECTURES 

150+ 
PARTICIPANTS 

PANEL 

DISCUSSIONS 

GIFTS 
FOR ALL 

eSecurity Conference 2021, Belgrade 



Kaspersky Anti Targeted 
Attack Platform
Today’s cybercriminals specialize in designing unique and innovative methods of systems penetration 
and compromise. As threats continue to evolve and become more sophisticated and devastating, rapid 
detection and the fastest, most appropriate response have both become critical.

The Kaspersky Anti Targeted Attack Platform helps you as an IT-security matured organization to build 
reliable defenses that protect your corporate infrastructure from APT-like threats and targeted attacks 
and support regulatory compliance, without demanding additional IT security resources. Complex incidents 
are quickly identified, investigated and responded to,  increasing the efficiency of your IT security or SOC 
team by relieving them of manual tasks, thanks to a unified solution which maximizes the use of automation 
and the quality of outcomes.
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Cracking 101 
Mane Piperevski 

IT Security Researcher 
 
Let’s dig into reverse engineering together. This workshop will help attendance to enter and 
start dealing with reverse engineering techniques and tools needed to crack software. It’s 
constructed with 4 modules. 
  
It’s constructed with 4 modules. 
  
Module 1 — Introduction and basics of reverse engineering 
 
Module 2 — Learning the reverse engineering tools 
 
Module 3 — Learning cracking basic software limitations (serial number keys, trial software) 
  
Module 4 — Learning to defeat software protection 
  
Instructions for setting up environment for hands-on exercise (delivered couple of days before 
the workshop) 
 
Hardware Requirements 
Laptop/Desktop running Windows (preferably Windows 10) as the host OS having at least 
8GB of RAM 
 
Software Requirements 
VirtualBox/VMware Workstation or Fusion with a clean install of Ubuntu 18.04 and Windows 7 
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08:45  Welcome 

 

09:00  Introduction and basics of reverse engineering  

 

10:30  Short Break 

 

10:45  Learning the reverse engineering tools          

 

12:15  Longer Break 

 

13:15  Learning cracking basic software limitations 

    (serial number keys, trial software)            

 

14:45  Short Break 

 

15:00  Learning to defeat software protection         

           

16:30   Q&A                   
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08:20  Welcome Coffee and Registration            

 

 

   08:50  Opening Ceremony 
     Igor Franc, PhD 

     President of eSecurity Association 

 

09:15 Keynote Speech - Adaptive Business Continuity and Resilience: 

        A New Way of Looking at BCM in Modern Companies 
     Erik Marangoni 

     Head of Security at Sberbank AG 

 

   09:45  The Age of Blackmailing 

     Srđan Radosavljević 

     Security Solution Architect at Kaspersky 

 

   10:20  Q&A  
 

 

10:25  Coffee Time                      
 

 

   10:45  SIEM Best Practices 

     Aleksandar Ćirić 

     Security Technical Sales Specialist at IBM 

 

   11:15  Q&A 

 

   11:20  Fortinet FastTrack Innovative Technical Training Platform 

     Nikola Milovanović 

     Technical Presales at Comtrade Distribution 

 

   11:50  Q&A 
 

11:55 Panel Discussion - Zero Trust and Future Expectations    
    Moderator: Sanja Kekić, CISO at Komercijalna Banka 
     Maša Andić, Security Solution Segment Leader CEE at IBM 

     Vesna Kolarević, Senior IT Consultant at Ernst and Young 

     Dunja Majstorović, Cybersecurity Professional at Siemens Energy 
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12:25  Coffee Time                      

 

   12:45  Practice Session How to Secure Your App with NGINX from All 

    Known Vulnerabilities in Few Simple Steps 

     Dejan Blagojević, Presales Engineer at Veracomp 

 

   13:15  Q&A 

 

   13:20  DNS From Attacker’s Perspective  

     Jan Ryneš 

     Solutions Architect CEE at Infoblox 

 

   13:50  Q&A 

 

   13:55  Transforming Your Endpoints from the Weakest Link to the Strongest 

    Defense - demo 

     Petar Markota, Security Engineer at Check Point 

 

   14:25  Q&A 
 

14:30  Lunch Time                      
 

   15:15  Presentation of the Results of the Erasmus+ Project "Information 

    Security Services Education in Serbia - ISSES (2017-2021)" 

 

   15:25  Serbian Cybersecurity Challenge 2020 and 2021 - Experiences in the 

    Implementation of Two National Hackathons for Students 

 

   15:35  Cyber Crime Forensic Investigation - BEC & EAC Compromise Scam  
     Uroš Babić  

     IT Security Expert at NIS 

 

   16:00  The Power of Reverse Engineering  
     Mane Piperevski 

     IT Security Researcher, CEO at Piperevski & Associates 

 

19:30  eSecurity Networking Dinner 

    powered by McAfee 





eSecurity Networking Dinner 
powered by 

McAfee 
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th

, 2021 
Konoba Akustik, Cara Dušana 13 

from 19:30 
eSecurity Networking Dinner 

powered by 
 

 
 
 
 

 

McAfee Enterprise is a pure play enterprise cybersecurity 
company. Positioned to solve enterprise customers changing security 

needs with a world-class solution leading portfolio. 
 
 
 
 
 

 
REAL Security is a regional market leader in value-add distribution in 

the field of IT security. 



U svetu sve naprednijih bezbednosnih pretnji, visokokvalitetni 

sigurnosni sistemi postali su imperativ. Zato u KING ICT-u koristimo 

vrhunske tehnologije i najnaprednije cyber security alate, kako 

bismo obezbedili sigurno okruženje za poslovanje naših klijenata. 

 

Iza nas su godine uspešne saradnje sa vodećim svetskim imenima iz 

oblasti tehnologija i više od 300 projekata na međunarodnom I 

lokalnom nivou. 

 

A pred nama – novi izazovi naših klijenata koje ćemo uvek dočekati 

spremni. Verni svojoj misiji, nastavljamo da gradimo digitalnu 

budućnost i sigurno okruženje za sve nas. 

 

www.king-ict.rs 
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08:20  Welcome Coffee and Registration            

 

08:50 Keynote Speech - The Evolution of the Latest Cyber-Threats - 

            Analysing the Cyber-Attack Vectors     
     Ioan-Cosmin MIHAI 

     Cybercrime Training Officer at CEPOL 

 

   09:20  SOC on Every Endpoint  
     Borko Radović, Business Development Manager at Clico 

     Tamara Velanac, Senior Security Engineer at Clico 

 

   09:50  Q&A  

 

   09:55  What Dark Web Knows About Your Company? Why It Is a BIG Deal?  
     Dragomir Jevtić, Regional Manager Adriatic at Clico 

     Tamara Velanac, Senior Security Engineer at Clico 

 

   10:25  Q&A  

 

10:30  Coffee Time                      

 

   10:50  IBM CP4S – NOT Yet Another Security Tool for Cloud 
     Dane Hinić 

     Solution Architect at Ingram Micro 

 

   11:20  Q&A 

 

   11:25  Appguard Signatureless Endpoint Protection 
     Vladimir Mićović 

     Pre-Sales Security Engineer at Ingram Micro  

 

   11:55  Q&A 

 

12:00 Panel Discussion - Cyber Security & Geopolitics       
    Moderator: Aleksandar Mirković, CoFounder at eSecurity Association  

     Vladimir Radunović, Director at DiploFoundation 
     Ranko Potkonjak, Territory Account Manager CEE at Infoblox 

     Milan Sekuloski, Member of the Governing Board at Cybersecurity Network  

                     Foundation (CSN) Serbia  
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12:35  Coffee Time                      

 

   12:55  So you bought an EDR... Now what? 

     Nino Talian, Head of Information Security at KING ICT 

     Filip Kiseljak, Senior Cyber Security  Expert at KING ICT 

 

   13:25  Q&A 

 

   13:30  Act or Be Hacked 

     Branko Subotić, Senior Manager at Ernst and Young 

     Jovan Bogićević, Manager at Ernst and Young 

 

   14:00  Q&A 

 

   14:05  Behavioral Profiling in Fraud Detection 
     Goran Kojić, Chief Expert in Forensic Psychological Analysis and Polygraph 

     Examinations at National Center of Criminal Forensic, Ministry of Interior, 

     Republic of Serbia  

 

   14:25  Q&A 

 

14:30  Lunch Time                      

 

   15:15  Hacking of Chip Cards 
     Goran Kunjadić, PhD 

     Cyber Security, Cryptography and DPO Expert 

 

   15:45  Playing with Sharing (SMB Attack)  

     Filip Simeonov, Cyber Security Expert and Founder at CPP Services 

 

   16:15  Examples From the Practice of Endangering IT Systems in Serbia 
     Igor Franc, PhD 

     Assistant Professor at Faculty of Information Technology (FIT) 

     CEO & Founder at SECIT Security Consulting 

 

 

16:45  Closing Ceremony         
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to be continued... 


